
 
Describe Access Needed: 
 
 
 
 
 
 
 
 
 
 

 
Justification: 
 
 
 
 
 
 
 
 
 
 

 
Users Signature: _________________________________                                                    Date:_________________________ 

 
Print Name of Director, Principal or Supervisor:_________________________________ 

 
Signature of Director, Principal or Supervisor:___________________________________ 

 
The employee has read the District’s Security Policy for Personal Computing and Electronic Communications and signed the employee handbook signature page.  

This signature will be kept on file. 
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Finance/HR Information System Access 
 

Employee Information 

 

Agreement 
By signing below, you are acknowledging that you have read the district’s Security Policy for Personal Computing and Electronic 
Communications located in the employee handbook and agree to abide by the stated provisions. In consideration for the privilege of 
using the district’s electronic communications system, I hereby release the district, its operators, and any institutions with which they 
are affiliated from any and all claims and damages of any nature arising from my use of, or inability to use, the system, including, 
without limitation, the type of damages identified in the district’s policy and administrative regulations. I also understand the 
responsibilities of authorized users and understand that intentional misuse of data and/or computers can result in disciplinary action 
and possible termination of employment. 

Sensitive Information Control 
I understand that I will not download, save, copy, or export any sensitive information out of any GCCISD computer system unless it is 
completely necessary and with my immediate supervisor 's approval. If I do, I will not e-mail this information or save this information 
to portable storage devices such as cd/DVD, floppy disk, portable flash drives, etc. I also understand that if I am storing sensitive 
information on a district computer that I will notify the Technology Department immediately for their support in encrypting the 
computer to prevent information theft. If I believe that any sensitive information may have been lost or stolen, I will notify the 
Technology Department Immediately. 

Name:_______________________ 

Employee ID:_________________ 

Start Date:___________________ 

 

Position:_____________________ 

Location:____________________ 

End Date:___________________ 

 


